Panini EverneXt Installation

This guide will assist you to install your Panini EverneXt scanner. There are instructions for a Windows computer and instructions for a Mac computer. Navigate to the appropriate page number for the installation. If you need assistance, please contact Treasury Management Support at 1-877-236-2739 or tmsupport@johnsonfinancialgroup.com.
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**WINDOWS OPERATING SYSTEMS**

**INSTALLATION**

***Administrative rights should be granted in order to complete the installation***

1. Please review the necessary [system requirements](#) for DepositPartner to run properly.
2. Connect the scanner.
   a. Connect the USB cable to the back of the scanner, then to the computer.
   b. Connect the scanner power cable to the back of the scanner, then to an available power outlet.
3. Visit [files.panini.com](http://files.panini.com) and use the credentials below to download the Panini EverneXt Setup.exe.
   
   USERNAME: evernext@panini.com
   PASSWORD: P@ssw0rd
4. Double-click the Panini EverneXt Setup.exe to start the installation.
5. Click Save and Run. Then Click **Next** and **Install**.
6. Click Finish to finalize the Panini EverneXt setup process.

7. You can now access the scanner homepage via [https://192.168.101.1/](https://192.168.101.1/) (This is the IP address of the scanner).
   
a. If an error message is received or the Panini homepage does not display, continue to step 8.
   
b. If no error message is received and the page below appears, continue to step 13.

8. If you receive an error message and cannot access the site above, please see notes below on where to find the IP address and whether to use HTTP or HTTPS for the URL.

   Notes whether the scanner is HTTP or HTTPS enabled. In this case it is HTTPS enabled. This will note what site to use above. (eg. If the scanner says http you will navigate to [http://192.168.101.1/](http://192.168.101.1/)) you will also have to enable https for the scanner in the next step.

   This is the IP address of the scanner. In this case it is **192.168.101.1**.
9. Enable HTTPS for scanner.
   
   ![Configuration Screen]
   
   b. Click **Connection Parameters Setup**.
   
   ![Connection Parameters Setup]
   
   c. Click **Next**.
   
   d. Scroll to the bottom of the page.
   
   e. Next to **HTTPS**: select **Default Certificate**.
   
   ![Default Certificate Selection]
f. Click *Set Configuration*.

10. Reboot the scanner by clicking the *Reboot* button. Leave the scanner plugged in.

11. The LCD panel will turn orange and tell you it's rebooting. When it's finished, it will go from green to blue.

12. Close the browser. You are finished with this page.

13. Log in to the [DepositPartner website](#).

14. **Registering your scanner**
   a. After logging into DepositPartner, click the *Registration Tab* on the top menu bar.
   b. Click on *Re-Register*.
   c. Select the *Panini EverneXt* and enter the *Host Name* as 192.168.101.1.
   d. Click *Register*.

15. You can now submit deposits.

For assistance, please contact Treasury Management Support at 1-877-236-2739 or email to tmsupport@johnsonfinancialgroup.com.
MAC OPERATING SYSTEMS

INSTALLATION

***Administrative rights should be granted in order to complete the installation***

1. Connect the scanner.
   a. Connect the USB cable to the back of the scanner, then to the computer.
   b. Connect the scanner power cable to the back of the scanner, then to an available power outlet.

2. You can now access the scanner homepage via https://192.168.101.1/ (This is the IP address of the scanner).
   a. If using Chrome, a warning message may appear.
      i. Click on Advanced and Proceed to 192.168.101.1 (unsafe).
   b. Click on Advanced and Proceed to 192.168.101.1 (unsafe).
   c. If using Firefox, a warning message may appear.
      i. Click on Advanced and Add Exception...
ii. Click **Get Certificate**.

   ![Certificate Image]

   **Your connection is not secure**

   The server at 192.168.1.1 has configured their website improperly. To protect your information from being stolen, Firefox has not connected to this website.

   Learn more...
   - Report errors like this to help Mozilla identify and block malicious sites

   Error Code: SEC_ERROR_UNTRUSTED_ROOT

   ![Certificate Status]

   Server
   - Location: https://192.168.101.1/

   Certificate Status
   - This site attempts to identify itself with invalid information.
   - Unknown identity
     - The certificate is not trusted because the issuer certificate is unknown.
     - The server might not be sending the appropriate intermediate certificates.
     - An additional trust anchor may need to be imported.

   ![Certificate Exception]

   d. If the Panini homepage does not display, continue to step 3.
e. If the homepage displays below, continue to step 4.

   ![Homepage Image]

   3. If you get an error message and cannot access the website above, please see notes below on how to tell what the IP address is and whether to use HTTP or HTTPS.
4. Enable HTTPS for scanner.
   a. Click on Configuration.
   b. Click Connection Parameters Setup.
   c. Click Next.
   d. Scroll to the bottom of the page.
   e. Next to HTTPS: verify Default Certificate is selected.

Notes whether the scanner is HTTP or HTTPS enabled. In this case, it is HTTPS enabled. This will note what site to use above. (eg. If the scanner says http you will navigate to http://192.168.101.1) You will also have to enable https for the scanner in Step 4.

This is the IP address of the scanner. In this case, it is 192.168.101.1.
5. Download Root Certificate
   a. Click on the **Root CA Certificate (PEM Format)** link.
   b. After the Certificate has been downloaded, click **Set Configuration**.
   c. Reboot the scanner by clicking the **Reboot** button. Leave the scanner plugged in.
   d. The LCD panel will turn orange and tell you it’s rebooting. It will then go from green to blue and is now finished.
   e. Close the browser.

6. Keychain Access
   a. Click **Go** in the menu bar at the top of the screen. Select Utilities from the dropdown.
   b. Click on **Keychain Access**.
c. Click on **Certificates**.

d. Right click on the certificate and click **Get Info**:

e. Expand Trust, then in the first dropdown, choose **Always Trust**.
f. Click the red dot to close the window and you will be prompted for you username and password for the computer.

7. Register Your Scanner
   a. Navigate to the DepositPartner website and log in.
      i. **Note:** You will be prompted to set up Multifactor Authentication. If you need assistance please visit the Client Resource Center and view the DepositPartner Multi-Factor Authentication Web Application guide.

   b. Click Registration in the top menu bar.

   c. Choose the Location and Scanner: Panini EverneXt.

   d. Enter the Host Name as **192.168.101.1**, then click Register.

8. You should be able to scan and complete a deposit.

For assistance, please contact Treasury Management Support at 1-877-236-2739 or email to tmsupport@johnsonfinancialgroup.com.